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2 (A) Attempt the following : (Any Three) 6

(1) Virus
(2) Ping
(3) Authentication
(4) Proxy servers
(5) Kerboros
(6) Port Scan

(B) Attempt the following : (Any Three) 9
(1) Explain buffer overflow.
(2) Explain encryption and description algorithms.
(3) Explain false rejection techniques.
(4) Explain digital certificates.
(5) Explain VPN.
(6) Explain firewall and its working.

(C) Attempt the following : (Any Two) 10
(1) Explain OSI Layers.
(2) Describe attributes of information security.
(3) Write a note on types of biometric authentications.
(4) Write a note on network management system.
(5) Explain message confidentially with symmetric

key.
3 (A Attempt the following : (Any Three) 6

(1) Write a note on impersonation.
(2) Explain trap doors.
(3) Descibe logic bomb.
(4) Explain IP spoofing.
(5) Describe dictionary attack.
(6) Write a note on web tracking.
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(B) Attempt the following : (Any Three) 9

(1) Explain cross over error rates.
(2) Explain false acception techniques.
(3) Explain network security policies and audits.
(4) Describe single sign on.
(5) Explain tunneling.
(6) Explain SYN flood.
(C) Attempt the following : (Any Two) 10
(1) Explain RSA algorithm.
(2) Describe cookies.
(3) Explain denial of service attack.
(4) Explain asymetric key cryptograph and its
algorithm.
(5) Write a detailed note on network management

system.
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